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Abstract Disaster response actors are facing new chal-

lenges, which encompass not only new and ever more

complex threats but also the need to collaborate across

organizational boundaries and even state borders.

Depending on scale, these interactions have to work across

governance setups, political and legal conditions, organi-

zational cultures, as well as personal preferences and

experiences that vary among actors, organizations, and

countries. But which concrete measures are taken by crisis

management actors at different scales to bridge these

challenges and which of these could serve others as

example to address comparable challenges in their con-

texts? This study made attempts to analyze whether certain

solutions across organizations and states exist that facilitate

effective interorganizational crisis management in the

member states of the European Union (EU). It is based on

selected expert interviews with representatives of different

types of disaster response organizations (health services,

police services, fire services, and other crisis management

organizations) from seven EU member states (Germany,

Netherlands, United Kingdom, Ireland, Italy, Austria, and

Greece).
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1 Introduction

Disaster response has become increasingly complex in

recent years. While technological development and coor-

dination efforts have added new opportunities to success-

fully manage complex crises, response settings are also

gaining complexity, for example, in light of climate change

and the resulting more intense natural hazards, or other

threats such as terrorist attacks. Events such as the

Manchester terrorist attack 2017, or the extreme wildfires

of 2017, 2018, and 2019 demonstrate that collaboration

requirements not only relate to cross-organizational set-

tings within one state but may also require the deployment

of resources across the member states of the European

Union (EU).

Many actors operate efficiently with respect to the

specific tasks their organizations have to fulfill. But when

collaboration with other organizations or even jurisdictions

is required, coordination efforts can pose a special chal-

lenge to effective disaster response (Boin and Bynander

2015). Respective challenges have repeatedly been repor-

ted. They usually arise from ‘‘problems with respect to: the

communication process and information flow; the exercise

of authority and decision-making; and, the development of

coordination and loosening the command structure’’

(Quarantelli 1988, p. 375). Crisis management systems that

involve different levels of decision making, where lower

levels are dependent on higher levels, are seen as especially

vulnerable to such coordination challenges (Sapountzaki

et al. 2011).

In the 2011 explosion of confiscated arms-related

material on the Cyprus naval base Mari, for example, early

preventive action was stopped in its tracks by decision

makers unfamiliar with the actual situation (Constantinides

2013). In another example, Portugal’s wildfire suppression
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has in the past suffered from a lack of coordinated

response, especially with respect to ensuring that fires were

actually extinguished—when firefighters assumed the fire

was extinguished they moved on, but no other organization

on the ground was assigned the task to verify this, leading

to the restarting of fires (Beighley and Hyde 2018).

While these are two examples relating to the national

level, most recent activations of the European Union Civil

Protection Mechanism (UCPM), for example during the

wildfires in Sweden in 2018, have shown that these chal-

lenges are stretched beyond the nation state by the need of

foreign assets to operate in new environments. For exam-

ple, over 360 firefighting personnel, 7 planes, 6 helicopters,

and almost 70 vehicles were deployed from across Europe

to support the firefighting of wildfires in Sweden in 2018

(COMM/DG/UNIT 2018).

While the European level is an additional and essential

layer of support in major crisis, it also adds new challenges

in operating resources (modules) in foreign environments

such as Southern European modules being deployed to

Sweden. Addressing crisis management aspects at Euro-

pean level requires not only the consideration of different

legal and governance frameworks and languages, but also

the consideration of strategic, operational, and technical

specificities that differ between countries. Nevertheless and

in line with the increasing need to address respective

aspects, civil protection activities are increasing at the

European level. In March 2019, Decision (EU) 2019/420

amended Decision No 1313/2013/EU on a Union Civil

Protection Mechanism (UCPM)1 and introduced additional

response capacities as a last resort, where existing capac-

ities at the national level and those pre-committed by

member states are not able to ensure an effective response

(rescEU) (for example Art. 12). The decision also consti-

tutes the basis for the creation of a Union Civil Protection

Knowledge Network (Art. 13) to strengthen the efficiency

and effectiveness of civil protection training and exercises,

to promote innovation and dialogue, and to enhance

cooperation between the member states’ national civil

protection authorities and services. The legislation

responds to 126 UCPM activations from participating

states between 2002 and 2018 (EC—DG ECHO 2019a)

with particularly devastating effects of the wildfires in

2017 and 2018. In Portugal, more than 120 persons lost

their lives in the 2017 wildfire season (Turco et al. 2019).

In Sweden, 74 fires burnt 21,605 ha, which is the second

highest figure ever recorded in the EU (COMM/DG/UNIT

2019). In both cases, the UCPM was activated and support

was granted from other EU countries.

While there was general satisfaction with the ability of

the UCPM to respond to disasters within the EU, at the

same time, challenges were reported, for example in rela-

tion to National Contact Point (NCP) staff who did not

speak English at the level of fluency required for facili-

tating a rapid response or with respect to the appropriate-

ness of dispatched experts (EC—DG ECHO 2017). The

challenges that language barriers and differences in

equipment and command structures add to the deployment

of experts in another state additionally have to be taken

into account.

These insights are not new and are addressed at the

European level by measures such as the UCPM training2 or

exchange of experts program (EC—DG ECHO 2019b) to

improve collaboration. In addition, civil protection aspects

are also addressed bilaterally between member states in the

context of cross-border collaborations and exercises. While

these activities are very valuable to become acquainted

with each other and to address more frequent events, par-

ticularly in boarder zones, the UCPM activation by Sweden

during the 2018 wildfires requesting help from Southern

Europe has shown that the support during crisis is no

longer geographically limited. Hence, it needs to be dis-

cussed how respective interorganizational response chal-

lenges can be addressed at the European level. Is it possible

to develop support structures that can facilitate the col-

laboration of member states and very special conditions

such as the deployment of resources in member states that

differ a lot from the dispatching country? If so, what are

examples at the nation state level that might be of interest

for the development of respective structures? And what can

member states learn from each other to enhance the

national interorganizational response? Measures taken at

the local or national level might not only serve as an

interesting example to enhance interorganizational collab-

oration at the European level but also for the member states

as primarily responsible civil protection actors. Hence, the

main question for this study was: can we identify practical

examples of procedural or technological measures

enhancing interorganizational response that could build a

basis for further analysis? The explorative approach builds

on 12 semistructured expert interviews that were conducted

across the EU. These experts represented a range of geo-

graphical contexts and civil protection agencies, ranging

from health services to firefighting organizations and the

police. In these semistructured interviews, they were asked

to identify facilitating and hindering aspects in interorga-

nizational collaboration.

This article is structured as follows: after specifying the

context of the analysis, the methodology of the research is

1 The respective legislative document can be found at: https://eur-lex.

europa.eu/legal-content/EN/TXT/?uri=CELEX%3A32019D0420.

2 For example: https://ec.europa.eu/echo/what/civil-protection/

experts-training-and-exchange_en.
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described. The subsequent analysis part is differentiated

into two sections, namely technological and procedural

aspects of interorganizational collaboration. It is followed

by a discussion section and a conclusion section. Overall,

the findings presented in this article provide insights on

measures taken at the local and national levels to enhance

interorganizational collaboration, which may serve as

examples for other EU member states and could support

the development of the way forward in European interor-

ganizational disaster response.

2 Contextualizing Interorganizational Disaster
Response Challenges

In the context of interorganizational disaster response it is

important to differentiate settings and scales. For example,

in the political sciences research, an important part of

research has dealt with crisis and—with relevance to this

article—aspects of transboundary crisis. Transboundary, in

this context, means an event involving actors from more

than one country or administrative region within one

country. A crisis is traditionally defined as a shared per-

ception of threat to a fundamental part or value of a society,

which requires urgent action by authorities under condi-

tions of deep uncertainty (Rosenthal et al. 1989). In that

sense Boin (2019) refers to the 2008 economic crisis, the

paralysis of air traffic in 2010 caused by the eruption of the

volcano on Iceland (Eyjafjallajökull), and the 2015 ‘‘im-

migrant crisis’’ where hundred thousands of migrants

entered Europe. Against this background, crisis manage-

ment can be defined as ‘‘the set of preparatory and response

activities aimed at the containment of the threat and its

consequences’’ (Ansell and Boin 2019, p. 1082). Crisis

management capacities, for example, at the European level

are hence discussed in light of external border management

capacities or the (lack of) capacities to respond to the

financial crisis, frequently at a strategic policy level (Boin

et al. 2014).

In contrast to this, disaster is defined, for example, as

‘‘serious disruption of the functioning of a community or a

society involving widespread human, material, economic

or environmental losses and impacts, which exceeds the

ability of the affected community or society to cope using

its own resources’’ (UNISDR 2009, p. 9). In this context,

disaster risk management is ‘‘[…] the systematic process of

using administrative directives, organizations, and opera-

tional skills and capacities to implement strategies, policies

and improved coping capacities in order to lessen the

adverse impacts of hazards and the possibility of disaster’’

(UNISDR 2009, p. 10). ‘‘These hazards may be of natural

origin and related environmental and technological hazards

and risks’’ (UNISDR 2009, p. 17). Comprehensive

approaches to reducing disaster risk have been developed

in the last decades and involve systematic efforts to analyze

and manage the causal factors of disasters, including the

reduction of exposure to hazards, lessened vulnerability of

people and property, management of land and the envi-

ronment, and improved preparedness for adverse events

(UNISDR 2009). Respective procedures and practices are

well established in many member states within the Euro-

pean Union and are facilitated—among others—by guide-

lines developed by the European Commission, on assessing

risk (European Commission 2010) or risk management

capability (European Commission 2015). Activities in

managing risk are usually structured around four phases—

prevention, preparedness, response, and recovery—with

main actors being involved in response activities encom-

passing first responder organizations such as firefighters or

health services. They ensure the provision of emergency

services and public assistance during or immediately after a

disaster in order to save lives, reduce health impacts,

ensure public safety and meet the basic subsistence needs

of the people affected.

Overall, the concepts of (transboundary) crisis (man-

agement) and disaster (response) can be differentiated

along three main dimensions: materialization of impact,

actors involved, and relevant hazards or threats (Table 1).

This article focuses on disaster response. It addresses

questions of interorganizational disaster response, a field in

the civil protection domain that is more institutionalized

than crisis management (Boin et al. 2014). In this sense,

actors involved in disaster response, particularly at a local

level, collaborate and know each other. At a higher level,

for example, when it comes to larger-scale multi-actor

settings, potentially even crossing state borders, operations

can be challenged by matters of interoperability. For

example, the EFRIM (European First Responder Innova-

tion Managers) platform has identified five dimensions of

interoperability, namely governance, standard operating

procedures (SOPs), technology, training & exercises, and

usage.3 But what are facilitators and barriers to actually

creating and enhancing collaboration between organiza-

tions and services in these dimensions? Following this

research question, the aim of the work conducted was to

get an initial idea of why collaboration is particularly

distinct in certain countries while they are not in others.

3 The ‘‘Interoperabilty Continuum’’ can be found on the EFRIM

website: https://efrim.org/.
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3 Methodology

The analysis was based on selected expert interviews. The

overall goal of the study, the interview setup and theoret-

ical background, as well as the selection of interview

partners and the implementation of the interviews are

detailed in this section.

3.1 Goal of the Analysis

In line with the presented research questions, we wanted to

explore which means or factors tend to facilitate effective

collaboration between organizations, with the aim to lay a

basis for being able to derive concrete recommendations

for policymakers and operational staff at a later stage.

Respective means could encompass particular framework

conditions as well as procedures or tools that are used. In

that sense, this study was not aiming to provide a com-

prehensive list of all underlying factors that influence

interorganizational collaboration in disaster response.

Rather, this explorative qualitative study aimed to sketch

some solutions that have enhanced (or constrained)

interorganizational collaboration as a basis for further

research. To derive an initial overview of these factors, we

conducted exploratory expert interviews that aimed to

identify aspects that facilitate interorganizational response.

Expert interviews can be regarded as snapshots that reflect

the analysis of state and process at the time of the inves-

tigation (Flick 2004).

For this study, mainly results of expert interviews that

directly addressed measures to facilitate interorganizational

disaster response have been used. They were comple-

mented by results of expert interviews that have addressed

factors hindering or supporting innovation processes in

disaster management. The aim of combining both groups of

interviews for this study was to capture besides direct

measures, also factors that indirectly determine the success

of such measures by influencing their implementation

process.

3.2 Theoretical Background

In order to structure the research, the principal tasks that

responder organizations have to fulfill were deducted from

existing research first. This grouping aimed at structuring

the tasks that response organizations have to fulfill indi-

vidually and jointly and should cater for the variety of

crisis management actors such as firefighting organizations,

health services, and the police, and the tasks they have to

fulfill. Functional approaches were developed for example

by Stolk et al. (2012) in the context of the ACRIMAS

project4 as well as by Wybo and Kowalski (1998). Wybo

and Kowalski differentiated four functions for command

and control centers—perception, analysis, communication,

and information. Stolk et al. (2012) developed a slightly

broader approach and identified six tasks—coordination,

command, and control; situation assessment; information

management/distribution; monitoring/information gather-

ing; supply of basic services to enable crisis management;

and logistics.

Building on the above-mentioned works and further

readings (Endsley 1995; Balcik and Beamon 2008;

Table 1 Differentiation of crisis management and disaster response

Crisis (management) Disaster (response)

Materialization

of impact

High level of uncertainty, impacts not yet materialized or

only to a limited extent. The management of the crisis

occurs during an ongoing process of varying extent.

Impact materialized as results of a hazard, be it natural or

man-made. The response occurs in the aftermath of the

disaster.

Actors involved Policymakers and executing/administering authorities trying

to delimit or prevent the impact.

First responder organizations and affected authorities.

Relevant

hazard or

threat

Range of threats with perceived negative impacts on society

including, for example, financial crisis, ‘‘immigration

crisis’’, or volcano eruption.

Usually natural and man-made hazards encompassing

geological, meteorological, hydrological, oceanic,

biological, and technological sources, sometimes acting in

combination [Man-made (that is, anthropogenic, or human-

induced) hazards are defined as those ‘‘induced entirely or

predominantly by human activities and choices.’’ This term

does not include the occurrence or risk of armed conflicts

and other situations of social instability or tension that are

subject to international humanitarian law and national

legislation. Technological hazards are normally considered

a subset of man-made hazards (UNISDR 2018, p. 13)].

4 The ACRIMAS project (Aftermath Crisis Management System-of-

Systems Demonstration Phase I, FP7) was concerned with the

identification of critical areas and topics within EU Crisis Manage-

ment (CM).
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Groenendaal et al. 2013; Radisch et al. 2013; Waring et al.

2018), five functions were selected as tasks that structured

the interview design—situation assessment; decision

making; coordination, command, and control; logistics;

and communication with the public (Table 2).

3.3 Interview Design

All interviews were designed in a semistructured way,

making use of interview guidelines. The guidelines were

based on and deducted from the above-mentioned literature

on disaster response tasks. In this way, it was intended to

find answers to the particular response tasks under con-

sideration while leaving sufficient room to the opinions,

experiences, and judgements of the interviewee and to

allow for the consideration of aspects that had not been

considered beforehand. Questions for the guidelines were

derived from the desk research conducted beforehand and

targeted research gaps but also expert opinion on topics of

interest according to the literature.

The guidelines for the first group of interviews, which

directly addressed measures to enhance interorganizational

disaster response, were designed according to the five

functions and differentiated between (1) technologies

employed by an organization and their respective strengths

and weaknesses to fulfill the described tasks collabora-

tively; and (2) procedural and organizational good

practices and failure factors in fulfilling these tasks. More

concretely, it was asked:

• Which technologies are used in your organization for

transboundary/interorganizational Situation Assess-

ment/Decision Making/Coordination, Command, and

Control/Logistics/Communication with the Public?

• What have been the strengths and weaknesses of the

employed technologies?

• What are best practice procedures and hindering

factors relating to transboundary/interorganizational

response operations applied by your organization with

respect to Situation Assessment/Decision Making/Co-

ordination, Command, and Control/Logistics/Commu-

nication with the Public that might be of added value

for other organizations?

An attribution of strengths and weaknesses, as well as

good practices and failure factors, was based on the

assessment of the interviewees who were asked to outline

facilitating and hindering aspects in interorganizational

crisis management.

The second group of interviews was related to innova-

tion implementation processes. Questions included:

• From your point of view, which factors had an

influence on the way or the velocity of the implemen-

tation [of an innovation]?

Table 2 Differentiation of disaster response tasks

Disaster response task Short description

Situation assessment Understanding of the situation and development of an operational picture: The analysis of situation assessment as

a crisis management task encompasses the continuous data collection, processing and monitoring of

information from different sources. More precisely, it can be defined as ‘‘the perception of the elements in the

environment within a volume of time and space, the comprehension of their meaning, and the projection of

their status in the near future’’ (Endsley 1995, p. 36).

Decision making Making of decisions based on the situation assessment and available resources, sometimes with the help of

dedicated systems and tools. In general, two main ways of decision making and information sharing can be

found in the literature. Coordination thereby describes a rather hierarchical chain of command and control

within crisis management. In contrast, cooperative ways of crisis management can be characterized as more

decentralized decision-making structures (Groenendaal et al. 2013).

Coordination, command, and

control

Coordination, command, and control (C3) is a crisis management doctrine that is often used. How it is used is

partially determined by organizational structures and the management of information within and across

organizations. Many organizations are organized in a three-tiered hierarchical command structure, with

decisions being fed from strategic (responsible for setting overall objectives) to tactical (setting parameters and

level of autonomy for operational level to work to) and operational (managing the incident ground) level

(Waring et al. 2018).

Logistics Logistics planning and management are organized and conducted and crisis resources are prepared, stored, and

provided when necessary. Logistics is designed primarily to meet the needs of the responders and affected

population, particularly in times of infrastructure breakdown. Challenges encompass, for example, the

following aspects: technical, in the sense that special equipment is needed; organizational, relating to the need

for special planning and preparedness activities; and logistical, since equipment and personnel need to be

deployed to the affected area (Balcik and Beamon 2008).

Communication with the

public

Communication with the public by the means of different media including radio, television, newspapers,

wallpaper, Facebook, Twitter, and other channels that can be employed to transmit critically valuable

information to as many people as possible (Radisch et al. 2013).
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• Summarizing the different influencing factors, how

strong was the influence of each factor, from your point

of view?

The interviewees were asked to explain each of the

mentioned factors, which allowed deriving an under-

standing of the relevance and character of each factor.

3.4 Selection of Interview Partners

Following a qualitative social science research approach, a

theoretical sampling of experts was conducted (Flick 2007;

Mayring 2007; Robinson 2014). To get a comprehensive

idea of enhancing and constraining factors in crisis and

disaster response, a bandwidth of different characteristics

(for example, different member states, different operational

tasks and backgrounds) was incorporated in the explorative

study. The sampling should represent a range of organi-

zations active in disaster response and at the same time

represent a large geographical area. Therefore, different

types of organizations were taken into account: health

services, police services, fire services, operational control

centers, and crisis management organizations. In terms of

geographical scope, countries from West/Central Europe

(Germany, Netherlands, and Austria), Northern Europe

(UK and Ireland), as well as from Southern Europe (Greece

and Italy) were selected. Interview partners of the first

group of interviews were representatives of organizations

contributing to a research project on enhancing interorga-

nizational crisis response.5 The interview partners of the

second group have been intensely involved in innovation

processes to improve the disaster response capabilities of

responder organizations. Thus, the second group was

anticipated to be highly valuable to cover aspects of

innovation management and technical and nontechnical

progress within organizations for crisis management and

disaster response. Most participants worked at the tactical

level in their organizations.6 Each of the interviews lasted

between one and two hours. Table 3 presents an overview

of the interviews conducted.

3.5 Implementation and Analysis

Interviews were scheduled in advance and the interview

guideline was provided for the information of the inter-

viewee. All interviews were conducted via telephone or

audio conference based on the above detailed interview

guidelines. All interviews were transcribed.

The content of the transcribed interviews was analyzed

qualitatively (Mayring 2014). In an inductive process,

statements were clustered to aspects that were mentioned to

facilitate or hinder interorganizational response collabora-

tion. The main factors are detailed below.

4 Findings

The first and surprising finding for us was that the deducted

structure for analysis, that is, the disaster response tasks

described in Sect. 3.2, did not play a role in the answers of

the interviewees. Most of the time, they described relevant

aspects that related to collaborative response in general. In

line with the differentiation between technologies and

procedures, several aspects that facilitate or hinder col-

laboration could be identified. According to this structure,

two of the main findings are a limited level of exploiting

opportunities of technologies in responding to crisis, and

shortfalls in determining appropriate interorganizational

procedures of collaboration.

The chosen classification illustrated in Fig. 1 is just one

possible approach. The aspects selected for ‘‘Barriers’’ may

also be ‘‘Facilitators’’ if reduced to a minimum, and vice

versa. For example, if a shared vision exists, the barrier

‘‘Lack of shared vision’’ is nonexistent. Contrariwise, the

shared vision can be regarded as facilitator. Barriers and

facilitators for an appropriate use of technologies are also

often very much related to procedural barriers or facilita-

tors. For example, potential negative effects of information

sharing can directly lead to the limited validity of the

Common Operational Picture (COP), if crucial information

is not shared, and are understood in that sense as procedural

barriers. But they can also prevent organizations from

using a technology at all, for example, if police services

refrain from introducing a joint information sharing system

because sensitive information could be revealed. Thus, the

chosen categories are strongly interconnected.

4.1 Technological Aspects

The first aspect addressed by the interviews was the

question of which technologies are employed by the

5 The active participation of the organizations in the project can be

interpreted as an increased willingness to improve interorganizational

crisis response, based on their individual knowledge and experience

regarding previous attempts and unresolved issues to improve the

situation, or shortfalls that they have recognized but that could not yet

be solved. At the same time, the participation might be the result of

positive experiences and the wish to further enhance the level of

interorganizational collaboration. Overall it has to be acknowledged

that the selection is biased towards organizations that have an interest

in the topic.
6 Interviews have been conducted under consideration of the General

Data Protection Regulation. A majority of the interviewees expressed

in the informed consent forms the wish to not being mentioned

individually. To avoid that individual statements can be traced back,

only country and organization type are mentioned as references in the

analyses.
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organization under consideration, as well as their respec-

tive strengths and weaknesses in interorganizational

response.

4.1.1 Cooperation Barriers

(1) Limited use of technologies for situation assessment

and information sharing

A broad range of comparatively new situation assessment

and information sharing technologies exists for managing

the response to crisis. They include remote sensing tech-

nologies that can be used for rapid damage assessment,

collaborative virtual working spaces to share information

such as command and control systems or systems enabling

multiple agencies to create a Common Operational Picture,

and the use of Geo-Information Systems (GIS) and GPS

signals to map the status quo. Generally, however, most of

the interviewees stated that in practice they hardly used

new information technologies, such as Command and

Control systems or GIS, for information sharing. Instead,

information frequently continues to be passed on orally

(mostly by radio communication) or in written form

including the use of emails from the field to the control

centers. ‘‘The weakness of the current system is the

impossibility to share information quickly over a larger

number of partner organizations’’ one respondent (Inter-

view No. 5) concluded, while another detailed that ‘‘all

coordination during the emergency is organized via phone

calls, emails and sometimes fax. Its automation could save

essential time’’ (Interview No. 3). It has become clear that

technology is often still used to facilitate the established

direct peer-to-peer communication, written or orally,

relying on already well established older technologies. The

potential of using systems integrating a variety of users and

Table 3 Overview on the interviews conducted

Interview No. Country Organization type Research context

1 Netherlands Safety Region (1) Research on measures to facilitate interorganizational response

2 Italy Firefighter

3 Greece Regional Civil Protection Authority

4 Ireland Health Service

5 UK Police

6 Germany Police

7 Germany Police

8 Netherlands Organization supporting Safety Regions Research on innovation factors in disaster management

9 Netherlands Safety Region (2)

10 Netherlands Safety Region (3)

11 Germany Operational Control Center

12 Austria Operational Control Center

Fig. 1 Factors that constrain or facilitate interorganizational disaster response
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information sources under a single roof, allowing infor-

mation sharing, automated information flow, and multi-

partner communication is often neglected.

Some organizations make use of GPS systems to track

staff and/or resources such as vehicles, which allows

information from the field to be allocated more precisely to

a geographic location and to keep an overview over

deployed resources at the same time. Nevertheless, since

they usually are isolated solutions only used by single

organizations, they still ‘‘require manual translation of the

common operational picture’’ (Interview No. 5). Control

centers usually use some form of (electronic) blogs or log-

keeping of information received and decisions taken. Most

organizations translate the information received from the

field into an electronic COP. In terms of sharing informa-

tion across organizations, manual methods using pencil and

paper or white board continue to be used by many orga-

nizations (Interviews No. 2–6). While this impedes the

electronic and thus fast sharing of major amounts of

information with other organizations, it also leads to dif-

ficulties in storing shared information in a prolonged crisis.

The use of technologies that include the integration of

pictures would enhance the operational picture. Currently,

due to the lack of (visualized) situation assessment tools,

some emergency managers use social media reports and

pictures to get an overview over the crisis situation.

However, ‘‘their use is not [always] formalized’’ (Inter-

views No. 4 and 5). Consequently, ‘‘the most important

failure factor is the time lag between receiving information

and acting upon it due to the manual processes for the

translation and sharing of information’’ [from these media]

(Interviews No. 5 and 7). In addition to this shortfall at the

organizational level, this time lag is repeated among the

organizations involved, hence accumulating important time

losses for one emergency. Efficiency gains by automating

information management could be derived by making use

of technologies across organizations. At the same time, it

has to be taken into account that different and often non-

interoperable technologies present a significant barrier to

cooperation (Interviews No. 4–6).

The explanations for the limited use of information

sharing technologies were manifold and ranged from a lack

of funding to a lack of priorities and the unwillingness to

share information, data protection and privacy regulations,

and administrative hurdles. The latter can encompass, for

example, fragmented responsibilities in terms of collecting

data (Interview No. 2) but also regulatory burdens. For

example, operational control centers and also other public

organizations are subject to compulsory EU-wide tender

processes, which can complicate and prolong procurement

actions. In addition, once complex IT systems are ordered,

it remains a challenge to bring together the supplier’s

expert knowledge on the technology with the user’s

knowledge on their specific needs (Interview No. 12).

Finally, from a technical point of view it is challenging to

integrate existing systems. An integrated operational con-

trol center in Germany, for example, has implemented

compatible IT systems for the daily operational control and

for disaster management. Using a single system, however,

does not seem possible, since too many different organi-

zations that all use their own systems can be involved in

disaster management (Interview No. 11).

Apart from potentially fixable technical issues, intro-

ducing collaborative technology in addition to or to replace

existing systems (legacy systems) poses its own organiza-

tional challenges. It would require many organizations’

support and commitment at a higher management level or

binding decisions/regulations at even higher level since

organizations can have different priorities, or simply just

not have the required money or resources; or, organizations

had developed their own systems that they were used to,

that were tailored to their specific needs, with their pre-

ferred data formats and so on. Giving up on an organiza-

tion’s own innovation that has also cost a lot of efforts, in

favor of a new one coming from the outside, where the

concerned organization has less influence, can require very

good arguments, and trust (Interviews No. 8–10).

(2) Traditional ways of communicating with the public

Communicating with the public is a general challenge for

individual organizations, some of which continue to focus

the communication with the population on long-established

ways such as transceivers that can be deployed to

community leaders or direct communication via comman-

ders. Radio, television, newspapers, and telephone calls

remain important channels for social, cultural, and also

technical reasons. This is particularly true since commu-

nicating with the public in crisis situations for warning,

sourcing, and tasking purposes needs to take the persistent

gap between those who are able to benefit from the

Internet, and those who are not, into account. Furthermore,

individuals might not be able to (re)charge their mobile

phones, the connection might be disrupted, and it remains

unclear whether individuals will be able to use phones

properly during a disaster event due to the stress induced

by the situation, smoke, and so on. In addition, the speed of

social media challenges crisis management organizations.

‘‘This is specifically true, since crisis management organi-

zations have to rely on people to share their messages to be

effective and thus messages have to be up-to-date and

relevant’’ (Interview No. 5). Therefore, ‘‘geo-referenced

technologies are not applied’’ by some organizations

(Interviews No. 2 and 4), but some organizations make

use of specific warning apps that are employed by the

public services and allow them to send messages to

registered users (Interview No. 7).
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The challenges in using technologies for situation

assessment and information sharing, in combination with

the challenges in communicating with the public, can lead

to difficulties in communicating coherently across organi-

zational borders.

4.1.2 Facilitators of Cooperation

(1) Legal frameworks

A very good technical example for information manage-

ment within and between organizations is a solution

established in the Netherlands. It allows for the generation

of an interorganizational Common Operational Pictures

and exchange of information on response actions that are

available (Interview No. 1). The Dutch information sharing

and management platform (Landelijk Crisismanagement

Systeem, LCMS) is used by all 25 safety regions in the

Netherlands.7 It is used for training, as well as for opera-

tional purposes and different emergency services, and by

different teams at all levels of command. It comprises

different Geographic Information System (GIS) layers that

contain information on critical objects (for example,

schools, hospitals and so on) as well as an actual incident

layer that is created from the field. One information man-

ager in the field is responsible for updating this layer. Each

organization has its own access to the system and takes its

own actions, which are shared via LCMS. Photos, videos,

as well as modeling results (for example, on flooding) can

also be added to the system.

The 2010 Safety Regions Act (Dutch Ministry of

Security and Justice 2013), which has been the basis for

establishing the 25 Safety Regions in the Netherlands, also

explicitly mentions requirements for improving informa-

tion management. Thus, by explicitly requesting invest-

ments in information management, the law clearly

encouraged the use of a joint system—the LCMS (Inter-

view No. 8).

(2) Sufficient time for implementing technologies

The time period from the very first introduction of a new

technology until it is really usable and provides clear

benefits, as compared to the situation before, can be very

long. In the case of the LCMS, the whole process, which

included several projects (one for each Safety Region, with

their different peculiarities), took about eight years until

the system was really usable (Interviews No. 8 and 10).

The issue of long implementation timelines has also been

confirmed in interviews with experts involved in other

technology implementation processes (Interviews No. 1, 4,

5). An original time plan can quickly be destroyed by

resource issues, discussions on implementation details, or

political incentives. In addition, time pressure can lead to

stress and refrain from reporting problems—in contrast,

allowing the necessary implementation time including time

for testing and adaptation, can be a success factor

(Interviews No. 11 and 12).

(3) Daily work integration

In order to make technology usable in crisis situations, it is

crucial that it is either also used in non-crisis times, and/or

is similar to other technologies that are used in daily

work—such as a crisis management IT system that has a

similar interface as commonly used software. In addition,

regular training can fulfill this requirement (Interviews No.

8, 11, 12).

4.2 Procedures

The above findings show that new technologies can only

unfold their potential if the contextual factors, such as legal

basis or time for implementation, facilitate the implemen-

tation. They also help to explain why manual methods

using pencil and paper or white board continue to be used.

Against the frequently lacking use of higher-order tech-

nologies, it is even more important to understand aspects

that can facilitate or constrain the procedures in

collaborating.

4.2.1 Cooperation Barriers

(1) Lack of shared vision and organizational differences

Not having a shared vision and understanding on the aim to

collaborate poses a significant barrier to interorganiza-

tional collaboration. Particularly the resistance to share

information plays a role here. While the technical imple-

mentation of itself is quick and easy (the only requirements

are Internet and a browser), the respective changes in the

working processes involved take time. For example,

implementing a new system of information management

across different regions and across different types of

organizations can require several changes far beyond the

technical implementation. An example is the LCMS in the

Netherlands, which is actually just the tool to support a

new way of working together (the ‘‘net-centric’’ approach,

see for example Boersma et al. 2012). Implementing col-

laboration in such a way and developing a common

understanding of a need for being able to share information

in a short time succeeded in the case of the LCMS.

7 The safety regions were established to improve disaster and crisis

management in the Netherlands. The Safety Regions Act (2010)

organizes the fire services, emergency medical assistance, and crisis

management under one regional administrative authority to ensure

efficient and high-quality disaster and crisis management (Dutch

Ministry of Security and Justice 2013).
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However, the actual willingness to share information was

one of the hurdles, prolonging the implementation process

(Interviews No. 8-10). Particularly organizational differ-

ences, such as norms and rules, hierarchies, working

methods and terminologies, which create specific organi-

zational cultures, were identified as one key issue for

communication problems in collaboration (Interviews 1, 2,

5, 7, 8) that make the establishment of a shared vision more

difficult.

(2) Negative effects of sharing information

The sharing of information in general requires compro-

mises, for example between the advantage of having a very

good level of information that enables quick and most

useful decision making, and possible negative effects of

sharing information that could be used in a wrong way.

This concerns for example the police, but also private

companies involved, such as critical infrastructure opera-

tors, who do not want to reveal certain types of informa-

tion. Here, good communication, building trust, and

agreements on what can be shared and what will not be

shared, is crucial (Interviews No. 9 and 10). In addition,

public organizations are subject to freedom of information

laws, which force them to reveal information if requested

by the media or the public. Some organizations fear that

this information could be used against them, for example, if

something did not work out in a desired way, and the

information shared in a system is used to blame specific

persons or organizations (Interview No. 10).

(3) Fragmented responsibilities

In federal countries, where disaster management is the

responsibility of lower administrative levels, there is the

advantage that disaster management can be organized

tailored to the specific local needs. At the same time, the

disadvantage is that systems have developed heteroge-

neously. It can easily happen that two communities are

working on exactly the same problem, without knowing,

using considerably more resources than if they had worked

together. Thus, a good network and information exchange

can avoid waste of money, but this is not always easy to put

into practice (Interviews No. 11 and 12). Additionally,

difficulties can arise when responsibilities need to be up-

scaled in the case of major emergencies and coordination is

required over a range of services using different technolo-

gies and are based on various legal bases (in Germany, for

example, crisis management is usually the responsibility of

the 16 Länder8 and consequently, 16 different civil

protection laws exist within one country.

4.2.2 Facilitators of Cooperation

(1) Collaboration frameworks

While efficiency is lost by not using information sharing

technologies, collaboration between organizations still

works particularly well when frameworks exist that

establish and detail roles and processes. For example, the

added value of the ‘‘Joint Doctrine: The interoperability

framework (JESIP)’’ (Joint Emergency Services Interop-

erability Principles) (Chief Fire Officers Association,

Association of Ambulance Chief Executives and National

Police Chiefs’ Council 2016) in the United Kingdom was

clearly emphasized (Interview No. 5). In Ireland, the

Framework for Major Emergency Management and its

Annexes outline the interorganizational emergency man-

agement collaboration (National Steering Group Ireland

2017). Both frameworks define the national, regional, and

local collaboration and facilitate the selection of a lead

agency for multi-organizational settings. They furthermore

define key roles in coordinating and simultaneously set

parameters/boundaries for the mandate/authority given

with the coordination responsibility (National Steering

Group Ireland 2017).

(2) Shared physical organizational structures

An organizational example from Germany is the physical

sharing of control centers. There is an integrated opera-

tional control center in Germany, which is responsible for

three counties (Landkreise) in Lower-Saxony. This is an

innovative development considering Germany’s federal

system, where control centers are usually operated on city

or county level. In addition, a special collaboration

between emergency rescue services, fire brigade, and

police exists here: they are working together in the same

building, sharing technology and logistics, while keeping

clear boundaries of responsibilities (Interview No. 11).

(3) Generic planning approaches

Another interesting organizational approach that facilitates

Command and Control (C2) processes, the asset registry,

was mentioned by one respondent (Interview No. 5). This

registry contains information on available resources and

capabilities, giving an overview on their availability,

including the training level of staff, for example for the use

of certain equipment. With this approach, the planning

shifts towards one general plan and a capability and

resources-driven response built on a generic plan and

procedure, and facilitates collaboration between

organizations.

8 The respective responsibilities are determined by the German

constitution (Art. 30 GG together with Art 70 ff GG, see also BMI

(2015)).
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5 Discussion

This article has presented technological and procedural

factors that hinder and facilitate interorganizational col-

laboration as derived through 12 semistructured expert

interviews. The seven European Union member states

covered in this explorative study (Germany, Netherlands,

United Kingdom, Ireland, Italy, Austria, and Greece) and

their organizations (police, firefighting, crisis management,

and health services) represented in the expert interviews

cover a range of countries and different types of actors.

Among these actors certain aspects were repeatedly men-

tioned and allowed for drawing preliminary commonalities

on the barriers and facilitators in interorganizational

response. At the same time, this first overview is based on a

limited number of actors and countries and thus cannot be

regarded as representative. While this needs to be clearly

taken into account, the results present a starting point for

further analysis on how to overcome the existing

challenges.

In terms of the main findings (Table 4), it is notable that

while the internet, mobile devices, and new technological

developments have generated a large and diverse landscape

of tools that could facilitate disaster response, managerial

tasks in crisis management remain frequently based on oral

(personal or radio) and email communication, as well as

paper and pencil or white board note-taking. Even when

these methods represent important fallback options, for

example in case of a technology failure, the general lack of

electronic information sharing leads to time lags in for-

warding and updating information for deriving a shared

COP and to challenges in storing information in case of a

prolonged crisis. Furthermore, the overlay and combination

of data and information are limited when using analog

media or ‘‘traditional’’ approaches. This is true for the

analysis of an ongoing operation, the management of a

crisis or disaster, as well as for dissemination purposes.

While the Netherlands have had a very good experience

with the introduction of a national electronic information

sharing platform, other countries do not only lack elec-

tronic supporting tools but (in certain cases) specifications

for processes in interorganizational crisis management. In

this respect, the United Kingdom and Ireland have expe-

rienced good interorganizational collaboration due to their

existing frameworks that establish the procedural basis for

interorganizational crisis collaboration. This could be a

starting point for other states that want to enhance their

interorganizational collaboration capability and may also

be considered for enhancing the interoperability of

responder organizations at EU level.

Overall, the lack of standardized collaboration proce-

dures and the lack of digital information to facilitate a

faster sharing of information with several organizations can

be regarded as major challenges to interorganizational

collaboration in disaster response. Specifically, the lack of

electronic information was mentioned as a challenge by

almost all interview partners. In order to overcome these

shortfalls, it is useful to take a closer look at the reasons.

Political and juridical barriers, such as data protection

concerns, the lack of resources, as well as organizational

and sociological factors, such as a lack of trust and per-

sonal contacts between organizations, are aspects that

contribute to reluctance in sharing information and data. At

the same time, moving from not having official collabo-

ration frameworks for procedural structures to an electronic

information and coordination system despite all these dif-

ficulties requires profound organizational change. This

does not only relate to procedures and responsibilities but

also to organizational culture (for example, in terms of

willingness to share information) and a reflection about an

organization’s own organizational setup and weaknesses.

Most importantly though, neither the development of col-

laboration frameworks nor the implementation of tech-

nologies will be successful without a shared vision and the

clear commitment of decision makers to support such

activities.

Table 4 Overview of the main findings on the barriers and facilitators in interorganizational disaster response (DR: Disaster response)

Main barriers Main facilitators

Technological Little use of electronic information sharing leading to prolonged

processes

Increasing number of supporting technologies for DR

DR remains frequently based on oral (personal and radio) and e-mail

communication

Availability of electronic information sharing

platforms

Procedural Little integration of existing technologies into workflow Existence of mutually agreed cooperation

frameworks

Lack of standardized collaboration procedures for interorganizational

DR

Shared visions regarding cooperation between DR

organizations

An organizational culture open to cooperation and

change
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6 Conclusion

The identified barriers and facilitators in interorganiza-

tional disaster response, although not claiming to be rep-

resentative or exhaustive, demonstrate that initial

commonalities among organizations and EU member states

could be identified. Interestingly, aspects facilitating or

constraining collaborative response were not differentiated

according to functions such as situation assessment or

command and control but rather related to general frame-

work conditions. These aspects detailed above can be a

starting point for further analysis. At the same time, several

factors were mentioned almost consistently by the

respondents and suggest that similar challenges can also be

identified in countries and organizations not included in our

analysis. Among them is the lack of electronic information

sharing tools as well as the lack of collaboration frame-

works detailing roles and responsibilities in interorganiza-

tional response settings. Continuing research on this topic

by adding more in-depth research on the identified issues,

and by extending the scope to further organizations and

states, will enable the development of concrete suggestions

for enhancing interorganizational response settings.
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